IVANTI PRODUCTS PROTECTING
COMMON SECURITY ATTACK VECTORS

DISCOVER

NEURONS FOR DISCOVERY

Delivery accurate and actionable a
information in minutes

ENDPOINT DISCOVERY

Linux Security Patching, Windows
Application Control, D
Antivirus from a sing

Patching,
ice Control and
eb-based console

NEURONS FOR DISCOVERY

AND SERVICE MAPPING
Automatically discover and map the linkages
between key assets with the services and
applications that depend on those assets

MANAGE

ENDPOINT MANAGER

Automate complex IT tasks for devices

UNIFIED ENDPOINT MANAGER
Gather detailed device dz
application and OS upda
workspace

UNIFIED ENDPOINT MOBILE
Manage all endpoints with consistent policies
throughout the lifecycle, from enrollment to
deployment.

EDGE INTELLIGENCE

Query all your devices and get real-time
operational awareness

NEURONS HEALING
Diagnose and remediate issues quickly and
proactively using automation-poweredbots

NEURONS FOR MDM
MDM enables secure access to data and

device across your Everywhere

PRIVILEGE MANAGEMENT
Reduce access control privileges on a per
user, group, application, or business rule
basis security and productivity.

MOBILE THREAT DEFENSE

Protect and remediate mobile devices
against known and unknown (zero-day)
threats

SECURE UNIFIED CLIENT
Increased productivity. Reduced

management overhead. B
profiles. All in one package.

RISK SENSE RBVN

A full spectrum risk-based vulnerability
ment platform to prioritize and

ge comprehensive risk exposure from
applications to network

CONNECT SECURE

Zero trust secure access to the cloud

and data center.

MISCONFIGURED
DEVICES

ENVIORMENT MANAGER

IVANTI POLICY SECURE

-
SECURE UNIFIED CLIENT

e e
RISKSENSE RBVM

ENDPOINT MANAGER MOBjL

NEURONS FOR MDM

ENDPOINT MANAGER
NEURONS HEALING

NEURONS
FOR HEALTHCARE

ENDPOINT
DISCOVERY

NEURONS
FOR DISCOVERyY

NEURONS
FOR DIscOVERY

ENDPOINT
DISCOVERY

NEURONS
FOR HEALTHCARE

APPLICATION CONTRO-

N S
EURONS FoR zgro TRUST ACCE®

RISKSENSE RBVM

DDOS ATTACKS

ivanti

SECURE

ZERO SIGN ON

Passwordless access to any business app or
cloud service through a mobile-centric, Zero
Trust framework

APPLICATION CONTROL
Control applic
efficiently a
environments

ns and user privi
your desktop anc

DEVICE CONTROL
Endpoint encryption allows you
enforc; urity policies on rem
devices and data encryption,

easily

INCAPPTIC CONNECT
Simplifies, secures, and automates
release process, allowing busine: s to
focus on changing user needs and creating
innovative new apps rather than performing
tedious metadata management

IVANTI POLICY SECURE

Dynamic endpoint policy enforcement and
ess roaming from VPN

NEURONS FOR SECURE ACCESS
Provides a unified interface allowing security
admins to manage multiple g
locations quickly and efficiently.

VIRTga S —————— roOL
TUAL APpLicATION DELIVERY CONTR
* WEB APPLICATION CONTRO-

SERVICE
——
ENVIRONMENT MANAGER

vers on-demand personalizations and
tual policy control for workspaces

PATCH
Evaluate, test, and apply OS and application
patches automatically across an organization

ENDPOINT SECURITY
A single, multi-layered solution to detect and
prevent and respond to threat

NEURONS FOR GRC
Built on a truly codeless platform, enabling you
h flexible

ronment w

ell as drag
eporting capabilities - w
opers

real-time
help of d

IVANTI ACCESS
Automatically adapt a
permission: employ:
assignments change.

ess rights and
roles and

IVANTI POLICY SECURE/PROFILER
Dynamically identifies and classifies both
managed and unmanaged endpoint devices,
enabling control of ac: to networks and
resources based on the type of the device

NEURONS FOR ZERO TRUST ACCESS

Authenticate and authorize user identity
and device security posture

VIRTUAL APPLICATION DELIVERY
CONTROL + WEB APPLICATION CONTROL

Delivering secure, agile and responsive
applications.




