
SECURITY
CYBER

TIPS

USE STRONG PASSWORDS
Avoid using personal information as a
password.
Never share your password.
Do not reuse passwords.
Keep your passwords in a Password Bank.

RECOGNIZE PHISHING
ATTEMPTS

Always be suspicious.
Never blindly click on a link.
Never give out your information.
Look for errors and misspellings in emails
and messages.

UPDATE YOUR DEVICES
Make sure your software is up-to-date on
all devices.
Patching is good!
Avoid outdated or unsupported devices.

BE CAUTIOUS ON PUBLIC
WI-FI

Anyone can see you!
Your information is easy to obtain.

BE AWARE OF YOUR SOCIAL
MEDIA PRESENCE

This information can be used to
impersonate you.
Adopt a Zero-Trust mindset.
Be careful what you post.
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