VWV O L CONEE o
Information

- Security

“Management

HANDB OO K
41TH EDITIOIN

" " 3
v !Froxﬁ. onn Smith <smith@auer.net>
76+ John Smith <emith@auer.net>
Subject: PEM Demonstration
Datet Thu, 9, Sept 1999 18:04:46 —0800
Reply-To: smith@auer.net .[“
X~UIDL:<d466b1756d56390e04376c6726ab789d
ih"-w__.,
-- BEGIN PRIVACY-ENHANCED MESSAGE --=-

AUERBACH




Contributors

CHRISTINA BIRD, PH.D, CISSP, Senior Security Analyst, Counterpane Internet
Security, San Jose, California

STEVE BLANDING, Regional Director of Technology, Arthur Andersen LLP,
Houston, Texas

MicHAEL J. CorBy, Vice President, Netigy Corp., San Francisco, California

Eran Feigenbaum, Manager, PricewaterhouseCoopers LLP, Los Angeles,
California

BRrYAN FisH, Network Systems Consultant, Lucent Technologies, Dallas, Texas

STEPHEN FRIED, Senior Manager, Global Risk Assessment and Secure Business
Solutions, Lucent Technologies, Warren, New Jersey

CHris HARE, CISSP, ACE, Systems Auditor, Internal Audit, Nortel, Ottawa,
Ontario, Canada

JAY HEISER, CISSP, Senior Security Consultant, Lucent NetworkCare,
Washington, D.C.

CARL B. JAckSoN, CISSP, Director, Global Security Practice, Netigy Corp., San
Francisco, California

MoLLy KHEHNKE, CISSP, Computer Security Analyst, Lockheed Martin Energy
Systems, Inc., Oak Ridge, Tennessee

BryaN T. KocH, CISSP, Principal Security Architect, Guardent, Inc., St. Paul,
Minnesota

Ross LEo, CISSP, CBCP, Director, Information Assurance & Security, Omitron,
Inc., Houston, Texas

BRrUCE LOBREE, CISSP, Security Manager, Oracle Business Online, Redwood
Shores, California

JEFF LOWDER, Chief, Network Security Element, United States Air Force
Academy, Colorado Springs, Colorado

DouaLas C. MERRILL, PH.D., Senior Manager, PricewaterhouseCoopers LLP,
Los Angeles, California

WILLIAM HUGH MURRAY, Executive Consultant, Deloitte and Touche LLP.
New Canaan, Connecticut



SATNAM PUREWAL, B.Sc., CISSP, Manager, PricewaterhouseCoopers LLP,
Seattle, Washington

SEAN SCANLON, e-Architect, fcgDoghouse, Huntington Beach, California

KEN SHAURETTE, CISSP, CISA, Information Systems Security Staff Advisor,
American Family Institute, Madison, Wisconsin

SANFORD SHERIZEN, PH.D., CISSP, President, Data Security Systems, Inc., Natick,
Massachusetts

ED Skoupis, Account Manager and Technical Director, Global Integrity, Howell,
New Jersey

BILL StAackPOLE, CISSP, Managing Consultant, InfoSec Practice, Predictive Sys-
tems, Santa Cruz, California

JAMES S. TILLER, CISSP, Senior Security Architect, Belenos, Inc., Tampa, Florida

GEORGE WADE, Senior Manager, Lucent Technologies, Murray Hill, New Jersey



Contents

DOMAIN 1

Section 1.1

Chapter 1

Section 1.2

Chapter 2

DOMAIN 2

Section 2.1

Chapter 3

Chapter 4

Chapter 5

Chapter 6

Section 2.2
Chapter 7

Chapter 8

Introduction. . ........... . ... . . . .. xi
ACCESS CONTROL SYSTEMS
AND METHODOLOGY . ... 1

Access Control Issues

SingleSign-on .......... ... ... .. i, 5
Ross Leo

Access Control Administration

Centralized Authentication Services
(RADIUS, TACACS, DIAMETER) ..................... 33

Bill Stackpole

TELECOMMUNICATIONS AND NETWORK
SECURITY . ... ..o 51

Network Security

E-mail Security . ........ . ... ... ... ... . 55
Bruce A. Lobree

Integrity and Securityof ATM. ...................... 83
Steve Blanding

An Introduction to Secure Remote Access............ 99

Christina M. Bird

Packet Sniffers and Network Monitors . .............. 117
James S. Tiller and Bryan D. Fish

Internet, Intranet, and Extranet Security

Enclaves: The Enterprise as an Extranet ............. 147
Bryan T. Koch
[PSec Virtual Private Networks ..................... 161

James S. Tiller

vii



Contents

DOMAIN 3
Section 3.1

Chapter 9

Section 3.2
Chapter 10

Section 3.3
Chapter 11

DOMAIN 4

Section 4.1

Chapter 12

Chapter 13

Chapter 14

Section 4.2

Chapter 15

Chapter 16

DOMAIN 5
Section 5.1

Chapter 17

viii

SECURITY MANAGEMENT PRACTICES. . ............
Security Awareness

Penetration Testing
Stephen Fried

Policies, Standards, Procedures, and Guidelines

The Building Blocks of Information Security
Ken M. Shaurette

Risk Management

The Business Case for Information Security:
Selling Management on the Protection

of Vital Secrets and Products
Sanford Sherizen

APPLICATIONS AND SYSTEMS DEVELOPMENT
SECURITY

Application Security

PeopleSoft Security
Satnam Purewal

World Wide Web Application Security................
Sean Scanlon

Common System Design Flaws and Security Issues . . ..
William Hugh Murray

System Security

Data Marts and Data Warehouses: Keys to the Future

M. E. Krehnke and D. K. Bradley

Mitigating E-business Security Risks: Public Key
Infrastructures in the Real World. ... ................
Douglas C. Merrill and Eran Feigenbaum

CRYPTOGRAPHY

Crypto Technology and Implementations

Introduction to Encryption.........................
Jay Heiser



Chapter 18

Chapter 19

Chapter 20

DOMAIN 6
Section 6.1

Chapter 21

DOMAIN 7
Section 7.1

Chapter 22

Chapter 23

DOMAIN 8

Section 8.1

Chapter 24

DOMAIN 9
Section 9.1
Chapter 25

Chapter 26

Three New Models for the Application
of Cryptography.......... ... ... ... .. i ...
Jay Heiser

Methods of Attacking and Defending
Cryptosystems............. ...,
Joost Houwen

Message Authentication
James S. Tiller

SECURITY ARCHITECTURE AND MODELS. . .........
System Architecture and Design

Introduction to UNIX Security for Security
Practitioners........ ... . ... . .

Jeffery J. Lowder

OPERATIONS SECURITY ... ...t
Threats

Hacker Tools and Techniques
Ed Skoudis

An Introduction to Hostile Code and Its Control. ... ...
Jay Heiser

BUSINESS CONTINUITY PLANNING
AND DISASTER RECOVERY PLANNING

Business Continuity Planning

The Business Impact Assessment Process............
Carl B. Jackson

LAW, INVESTIGATION, AND ETHICS

Investigation

Computer Crime Investigations: Managing a Process
Without Any Golden Rules
George Wade

CIRT: Responding to Attack
Chris Hare

ix



Contents

Chapter 27 Improving Network Level Security Through
Real-Time Monitoring and Intrusion Detection
Chris Hare

Chapter 28 Operational Forensics
Michael J. Corby



Domain 4
Applications
and Systems
Development

Security







WITH THE INCREASING DEPLOYMENT OF CLIENT/SERVER APPLICATIONS
AND THE ADVENT OF INTERNET AND INTRANET APPLICATIONS, USER
IDENTIFICATION AND AUTHENTICATION, AND DATA ACCESS CONTROLS
ARE DISTRIBUTED THROUGHOUT THE MULTIPLE LAYERS OF A SYSTEM
ARCHITECTURE. This decentralized security model differs greatly from the
centrally controlled and managed mainframe environment.

The distributed system security architecture demands that protection
mechanisms are embedded throughout. The chapters in this domain
address the integration and unity of the controls within the application and
database design. Further, the concept of the public key infrastructure is
featured, which encompasses the policies, procedures, and robust admin-
istrative and technical controls required to support and secure scalable
applications for potential deployment to millions of users.
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Chapter 12
PeopleSoft
Security

Satnam Purewal

SECURITY WITHIN AN ORGANIZATION’S INFORMATION SYSTEMS ENVIRON-
MENT IS GUIDED BY THE BUSINESS AND DRIVEN BY AVAILABLE TECHNOLOGY
ENABLERS. Business processes, functional responsibilities, and user require-
ments drive security within an application. This chapter highlights security
issues to consider in a PeopleSoft 7.5 client/server environment, including
the network, operating system, database, and application components.

Within the PeopleSoft client/server environment, there are several lay-
ers of security that should be implemented to control logical access to Peo-
pleSoft applications and data: network, operating system, database, and
PeopleSoft application security. Network, operating system, and database
security depend on the hardware and software selected for the environ-
ment (Windows NT, UNIX, and Sybase, respectively). User access to Peo-
pleSoft functions is controlled within the PeopleSoft application.

1. Network security controls:
a. who can log on to the network
b. when they can log on (via restricted logon times)
c. what files they can access (via file rights such as execute-only,
read-only, read/write, no access, etc.)
2. Operating system security controls:
a. who can log on to the operating system
b. what commands can be issued
c. what network services are available (controlled at the operating
system level)
d. what files/directories a user can access
e. the level of access (read, write, delete)
3. Database security controls:
a. who can log on to a database
b. which tables or views users can access
c. the commands users can execute to modify the data or the database
d. who can perform database administration activities

0-8493-0800-3/00/50.00+$.50
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APPLICATIONS AND SYSTEMS DEVELOPMENT SECURITY

4. PeopleSoft online security controls:

who can sign-on to PeopleSoft (via operator IDs and passwords)
. when they can sign-on (via operator sign-on times)

the panels users can access and the functions they can perform
. the processes users can run

the data they can query/update

o0 o

NETWORK SECURITY

The main function of network security is to control access to the net-
work and its shared resources. It serves as the first line of defense against
unauthorized access to the PeopleSoft application.

At the network security layer, it is important to implement login controls.
PeopleSoft 7.5 delivers limited authentication controls. If third-party tools
are not going to be used to enhance the PeopleSoft authentication process,
then it is essential that the controls implemented on this layer are robust.

The network servers typically store critical application data like client-
executable programs and management reports. PeopleSoft file server
directories should be set up as read-only for only those individuals access-
ing the PeopleSoft application (i.e., access should not be read-only for
everyone on the network). If executables are not protected, unauthorized
users could inadvertently execute programs that result in a denial-of-ser-
vice. For this reason, critical applications used to move data should be pro-
tected in a separate directory. Furthermore, the PeopleSoft directories
containing sensitive report definitions should be protected by only grant-
ing read access to users who require access.

DATABASE MANAGEMENT SYSTEM SECURITY

The database management system contains all PeopleSoft data and
object definitions. It is the repository where organizational information
resides and is the source for reporting. Direct access to the database cir-
cumvents PeopleSoft application security and exposes important and con-
fidential information.

All databases compatible with the PeopleSoft applications have their
own security system. This security system is essential for ensuring the
integrity and accuracy of the data when direct access to the database is
granted.

To reduce the risk of unauthorized direct access to the database, the
PeopleSoft access ID and password must be secured, and direct access to
the database should be limited to the database administrators (DBAs).

The access ID represents the account that the application uses to con-
nect to the underlying database in order to access PeopleSoft tables. For
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PeopleSoft Security

the access ID to update data in tables, the ID must have read/write access
to all PeopleSoft tables (otherwise, each individual operator would have to
be granted access to each individual table). To better understand the risk
posed by the access ID, it helps to have an understanding of the PeopleSoft
sign-on (or logon) process:

1. When PeopleSoft is launched on the user workstation, the applica-
tion prompts for an operator ID and password. The ID and password
input by the operator is passed to the database (or application
server in three-tier environments).

2. The operator ID and password are validated against the PSOPRDEFN
security table. If both are correct, the access ID and password are
passed back to the workstation.

3. PeopleSoft disconnects from the DBMS and reconnects using the
access ID and password. This gives PeopleSoft read/write access to
all tables in the database.

The application has full access to all PeopleSoft tables, but the access
granted to the individual operator is restricted by PeopleSoft application
security (menu, process, query, object, and row-level security). Users with
knowledge of the access ID and password could log on (e.g., via an ODBC
connection) directly to the database, circumventing application security.
The user would then have full access privileges to all tables and data,
including the ability to drop or modify tables.

To mitigate this risk, the following guidelines related to the access ID
and password should be followed:

¢ Procedures should be implemented for regularly changing the access
ID password (e.g., every 30 days). At a minimum, the password must
be changed anytime someone with knowledge of it leaves the organi-
zation.

e Ownership of the access ID and password should be assigned, prefer-
ably to a DBA. This person would be responsible for ensuring that the
password is changed on a regular interval, and for selecting strong
passwords. Only this person and a backup should know the password.
However, the ID should never be used by the person to log on to the
database.

¢ Each database instance should have its own unique access ID pass-
word. This reduces the risk that a compromised password could be
used to gain unauthorized access to all instances.

® The access ID and password should not be hard-coded in cleartext
into production scripts and programs. If a batch program requires it,
store the ID and password in an encrypted file on the operating system
and “point” to the file in the program.
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e Other than DBAs and technical support personnel, no one should
have or need a database ID and direct connectivity to the database
(e.g., SQL tools).

OPERATING SYSTEM SECURITY

The operating system needs to be secured to prevent unauthorized
changes to source, executable, and configuration files. PeopleSoft and
database application files and instances reside on the operating system.
Thus, it is critical that the operating system environment be secure to pre-
vent unauthorized changes to source, executable, and configuration files.

PEOPLESOFT APPLICATION SECURITY

To understand PeopleSoft security, it is first essential to understand
how users access PeopleSoft. To access the system, an operator ID is
needed. The system will determine the level of access for which the user is
authorized and allow the appropriate navigation to the panels.

Many organizations have users with similar access requirements. In
these situations, an “operator class” can be created to facilitate the admin-
istration of similar access to multiple users. It is possible to assign multiple
operator classes to users. When multiple operator classes are used, Peo-
pleSoft determines the level of access in different ways for each compo-
nent. The method of determining access is described below for each layer
when there are multiple operator classes.

PeopleSoft controls access to the different layers of the application
using operator classes and IDs. The term “operator profile” is used to refer,
in general, to both operator IDs and classes. Operator profiles are used to
control access to the different layers, which can be compared to an onion.
Exhibit 12-1 shows these layers: Sign-on security, panel security, query
security, row-level security, object security, field security, and process
security. The outer layers (i.e., sign-on security and panel security) define
broader access controls. Moving toward the center, security becomes
defined at a more granular level.

The layers in Exhibit 12-1:

¢ Sign-on security provides the ability to set up individual operator IDs
for all users, as well as the ability to control when these users can
access the system.

¢ Panel security provides the ability to grant access to only the func-
tions the user requires within the application.

* Query security controls the tables and data users can access when
running queries.

¢ Row-level security defines the data that users can access through the
panels they have been assigned.
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The outer layers define access at a general level and
the inner circles define access at a more detailed level.

Sign-On Security

Panel Security

Row-Level Security
Field Security

Process Security

Object Security

Query Security

Exhibit 12-1. PeopleSoft security onion.

¢ Object security defines the objects that users can access through the
tools authorized through panel security.

¢ Field security is the ability to restrict access to certain fields within a
panel assigned to a user.

® Process security is used to restrict the ability to run jobs from the
PeopleSoft application.

Sign-on Security

PeopleSoft sign-on security consists of assigning operator IDs and pass-
words for the purpose of user logon. An operator ID and the associated
password can be one to eight characters in length. However, the delivered
sign-on security does not provide much control for accessing the People-
Soft application.

PeopleSoft (version 7.5 and earlier) modules are delivered with limited
sign-on security capabilities. The standard features available in many
applications are not available within PeopleSoft. For example, there is no
way to limit the number of simultaneous sessions a user can initiate with
an operator ID. There also are no controls over the types of passwords that
can be chosen. For example, users can choose one-character passwords or
they can set the password equal to their operator ID. Users with passwords
equal to the operator ID do not have to enter passwords at logon. If these
users are observed during the sign-on process, it is easy to determine their
passwords.
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Many organizations have help desks for the purpose of troubleshooting
common problems. With PeopleSoft, password maintenance cannot be
decentralized to the help desk without also granting the ability to maintain
operator IDs. This means that the help desk would also have the ability to
change a user’s access as well as the password. Furthermore, it’s not pos-
sible to force users to reset passwords during the initial sign-on or after a
password reset by the security administrator.

There are no intrusion detection controls that make it possible to suspend
operator IDs after specified violation thresholds are reached. Potentially,
intruders using the brute-force method to enter the system will go undetec-
ted unless they are caught trying to gain access while at the workstation.

Organizations requiring more robust authentication controls should
review third-party tools. Alternatively, PeopleSoft plans to introduce pass-
word management features in version 8.0.

Sign-on Times. A user’s session times are controlled through the operator
ID or the operator class(es). In either case, the default sign-on times are 24
hours a day and 7 days a week. If users will not be using the system on the
weekend or in the evening, it is best to limit access to the known work hours.

If multiple operator classes are assigned to operator IDs, attention must
be given to the sign-times. The user’s start time will be the earliest time
found in the list of assigned operator classes. Similarly, the user’s end time
will be the latest time found in the list of assigned operator classes.

Delivered IDs. PeopleSoft is delivered with operator IDs with the pass-
words set equal to the operator ID. These operator IDs should be deleted
because they usually have full access to business panels and developer
tools. If an organization wishes to keep the delivered operator IDs, the
password should be changed immediately for each operator ID.

Delivered Operator Classes. PeopleSoft-delivered operator classes also
have full access to a large number of functional and development menus
and panels. For example, most of these operator classes have the ability to
maintain panels and create new panels. These operator classes also have
the ability to maintain security.

These classes should be deleted in order to prevent them from being
assigned accidentally to users. This will prevent users from getting these
operator classes assigned to their profile in error.

Panel Security

There are two ways to grant access to panels. The first way is to assign
menus and panels directly to the operator ID. The second way is to assign
menus/panels to an operator class and then assign the operator class to
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Exhibit 12-2. The PeopleSoft journal entry panel.

the operator ID. When multiple operator classes are assigned to a user, the
menus granted to a user are determined by taking a union of all the menus
and panels assigned from the list of operator classes assigned to the user.
If a panel exists in more than one of the user’s operator classes with differ-
ent levels of access, the user is granted the greater access. This means if in
one operator class the user has read-only access and in the other the user
has update access, the user is granted update access. This capability
allows user profiles to be built like building blocks. Operator classes
should be created that reflect functional access. Operator classes should
then be assigned according to the access the user needs.

Panel security is essentially column security. It controls access to the
columns of data in the PeopleSoft tables. This is best described with an
example. The PeopleSoft Journal Entry panel (see Exhibit 12-2) has many
fields, including Unit, Journal, Date, Ledger, Long Description, Ledger
Group, Ledger, Source, Reference Number, and Auto Generate Lines.

Exhibit 12-3 shows a subset of the columns in the table JRNL_HEADER.
This table is accessible from the panel Process Journals — Use — Journal
Entry Headers panel. The fields in this panel are only accessible by the
user if they are displayed on the panel to which the user has access.

When access is granted to a panel, it is also necessary to assign actions that
a user can perform through the panel. Exhibit 12-4 shows the actions that are

259



APPLICATIONS AND SYSTEMS DEVELOPMENT SECURITY

paniuiad are ejep [ed11031s1Y 01 sorepdn
‘ejep [ed1103S1Y pue ‘auninj ‘yuasaid ssadde 01 AN[IqY UuoI123.110)
poniuad jou aae ejep [ed1103s1y 03 sojepdn
‘ejep [e21103SIY pue ‘@ininj ‘yuasaid ss900e 01 AN[IqY  [[V Aridsiq/erepdn
ejep 2ininj pue jussaid ssodde 03 AN[IqY Aerdsig/erepdn
MOJI M3U e 113sUl 0] AN[IQY PPV

Annqede) uonoy

‘soued ur suonde uowwo) ‘p-g[ NqIYXy

M 042 $1390n3 siewnop3bpng | 10-10-8661 2225000000 FOIA
M 042 $1390n3 1£-10-866) 1426000000 +OLA
Mo 00LANI AN S19NLIY suonoesuel] fiowsaaul §1-£0-8661  £SZS000000 +OLA
M 00LANI AN S19NLIY suonoesuel] hOWaaul £1-£0-8661 615000000 FOIA
™ rav S1enLow ‘paieadal aq 01 10U - deJag UONANPOI4 paydadiaun oy saua bunsnlpy  22-21-G661  G815000000 +OLA
M J21A S140434 SN 1 SEM2Y S1BISURIL  |0-10-966)  100OSNYHL 20l
M da1A S$140434 SN ©15[EMaY 21BISUR)L | |£-21-G661  L000SNYHL 20l
M el S$140d34 SN 01 5[EMay 21BSURLL | |S-Z)-$661  J000SNYHL ZOW
| uap oany |ON jay [23inog| 1abpa | d15 .omvo.__ 1953 buoq | @qa | jewmop |aupn|

WAAVAH "INAC 2[qe} Y} Ul Suwnjod 3y} Jo 19sqns y "¢-g1 NqIuxy

260



PeopleSoft Security
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SelectAl | Change Display-Oniy ok | Cancel |

Exhibit 12-5. Assigning read-only access.

common to most panels. This table only shows a subset of all the actions that
are available. Furthermore, not all of these actions are available on all panels.

From a security standpoint, correction access should be limited to
select individuals in an organization because users with this authority
have the ability to change historical information without maintaining an
audit trail. As a result, the ability to change historical information could
create questions about the integrity of the data. Correction should be used
sparingly and only granted in the event that an appropriate process is
established to record changes that are performed.

The naming convention of two of the actions (Update/Display,
Update/Display All) is somewhat misleading. If a user is granted access to
one or both of these actions, the user does not necessarily have update
access. Update access also depends on the “Display Only” attribute asso-
ciated with each panel. When a panel is assigned to an operator ID or oper-
ator class, the default access is update. If the user is to have read-only
access to a panel, then this attribute must be set to “Y” for yes (see
Exhibit 12-5 for an example). This diagram shows that the user has been
assigned read-only access to the panels “JOURNAL_ENTRY_HEADER” and
“JOURNAL_ENTRY_LINES.” For the other highlighted panels, the user has
been granted update capabilities.

The panels that fall under the menu group PeopleTools provide power-
ful authority (see Exhibit 12-6 for a list of PeopleTools menu items). These
panels should only be granted to users who have a specific need in the
production environment.
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Exhibit 12-6. PeopleTools menu items.

APPLICATION DESIGNER
SECURITY ADMINISTRATOR
OBJECT SECURITY
APPLICATION REVIEWER
UTILITIES

IMPORT MANAGER
PROCESS SCHEDULER

EDI MANAGER

nVISION

REPORT BOOKS

TREE MANAGER

QUERY

APPLICATION ENGINE
MASS CHANGE

WORKFLOW ADMINISTRATOR
PROCESS MONITOR
TRANSLATE

CUBE MANAGER

Query Security

Users who are granted access to the Query tool will not have the capa-
bility to run any queries unless they are granted access to PeopleSoft
tables. This is done by adding Access Groups to the user’s operator ID or
one of the operator classes in the user’s profile. Access Groups are a way
of grouping related tables for the purposes of granting query access.

Configuring query security is a three-step process:

1. Grant access to the Query tool.

2. Determine which tables a user can query against and assign Access
Groups.

3. Set up the Query Profile.

Sensitive organizational and employee data is stored within the People-
Soft application and can be viewed using the Query tool. The challenge in
setting up query security is consistency. Many times, organizations will
spend a great deal of effort restricting access to panels and then grant
access to view all tables through query. This amounts to possible unautho-
rized access to an organization’s information. To restrict access in query to
the data accessible through the panels may not be possible using the Peo-
pleSoft delivered access groups. It may be necessary to define new access
groups to enable querying against only the tables a user has been autho-
rized to view. Setting up customized access groups will facilitate an organi-
zation’s objective to ensure consistency when authorizing access.
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The Query Profile helps define the types of queries a user can run and
whether the user can create queries. Exhibit 12-7 displays an example of a
profile. Access to the Query tool grants users the ability to view informa-
tion that resides within the PeopleSoft database tables. By allowing users
to create ad hoc queries can require high levels of system resources in
order to run complex queries. The Query Profile should be configured to
reduce the risk of overly complex queries from being created without being
tuned by the database administrators.

The Query Profile has several options to configure. In the PS/Query Use
box, there are three options. If a user is not a trained query user, then
access should be limited to Only Allowed to run Queries. Only the more
experienced users should be given the authority to create queries. This
will reduce the likelihood that resource intensive queries are executed.

Row-level Security

Panel security controls access to the tables and columns of data within
the tables but a user will be able to access all data within the columns of
the tables on the panel. To restrict user access to data on a panel, row-level
security should be established. Access is granted to data using control
fields. For example, in Exhibit 12-8 the control field is “Unit” (or Business
Unit). If a user is assigned to only the M02 business unit, that user would
only be able to see the first four lines of data.

Row-level security is implemented differently in HRMS and Financials.

Human Resource Management System (HRMS) Row-level Security. In HRMS,
the modules are delivered with row-level security activated. The delivered
row-level security is based on a Department Security Tree and is hierarchi-
cal (see Exhibit 12-9). In this example, if a user is granted access to ABC
manufacturing department, then the user would have access to the ABC
manufacturing department and all of the child nodes. If access is granted to
the department Office of the Director Mfg, then the user would have access
to the Office of the Director Mfg as well as Corporate Sales, Corporate Mar-
keting, Corporate Admin/Finance, and Customer Services. It is also possi-
ble to grant access to the department Office of the Direct Mfg. and then
deny access to a lower level department such as Corporate Marketing.

It is important to remember that the organizational tree and the security
tree in HRMS need not be the same. In fact, they should not be the same.
The organizational tree should reflect the organization today. The security
tree will have historical nodes that may have been phased out. It is impor-
tant to keep these trees in order to grant access to the associated data.

Financials Row-level Security. In the Financials application, row-level
security is not configured in the modules when it is delivered. If row-level
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security is desired, then it is necessary to first determine if row-level secu-
rity will be implemented at the operator ID or operator class level. Next, it
is necessary to determine the control fields that will be used to implement
row-level security. The fields available for row-level security depend on the
modules being implemented. Exhibit 12-10 shows which module the options
are available in.

Exhibit 12-10. Modules of available options.

Field Module
Business Unit General Ledger
SetID General Ledger
Ledger General Ledger
Book Asset Management
Project Projects
Analysis Group Projects
Pay Cycle Accounts Payable

Object Security

In PeopleSoft, an object is defined as a menu, a panel, or a tree. For a
complete list of objects, see Exhibit 12-11. By default, all objects are acces-
sible to users with access to the appropriate tools. This should not always
be the case. For example, it is not desirable for the security administrator
to update the organization tree, nor is it appropriate for an HR supervisor
to update the department security tree. This issue is resolved through
object groups. Object groups are groups of objects with similar security
privileges. Once an object is assigned to an object group, it is no longer
accessible unless the object group is assigned to the user.

Exhibit 12-11. PeopleSoft objects.

Import Definitions (I)

Menu Definitions (M)

Panel Definitions (P)

Panel Group Definitions (G)
Record Definitions (R)
Trees (E)

Tree Structure Definitions (S)
Projects (J)

Translate Tables (X)

Query Definitions

Business Process Maps (U)
Business Processes (B)

267



APPLICATIONS AND SYSTEMS DEVELOPMENT SECURITY

In production, there should not be any access to development-type
tools. For this reason, the usage of object security is limited in production.
It is mainly used to protect trees. When users are granted access to the
Tree Manager, the users have access to all the available trees. In produc-
tion HRMS, this would mean access to the organization tree, the depart-
ment security tree, and query security trees. In Financials, this means
access to the query security trees and the reporting trees. To resolve this
issue, object security is used to ensure that the users with access to Tree
Manager are only able to view/update trees that are their responsibility.

Field Security

The PeopleSoft application is delivered with a standard set of menus
and panels that provides the functionality required for users to perform
their job functions. In delivering a standard set of menus and panels, there
are occasions in which the access to data granted on a panel does not coin-
cide with security requirements. For this reason, field-level security may
need to be implemented to provide the appropriate level of security for the
organization.

Field security can be implemented in two ways; either way, it is a custom-
ization that will affect future upgrades. The first option is to implement field
security by attaching PeopleCode to the field at the table or panel level.
This is complicated and not easy to track. Operator IDs or operator classes
are hard-coded into the code. To maintain security on a long-term basis, the
security administrator would require assistance from the developers.

The other option is to duplicate a panel, remove the sensitive field from
the new panel, and secure access through panel security to these panels.
This is the preferred method because it allows the security administrator
control over which users have access to the field and it is also easier to
track for future upgrades.

Process Security

For users to run jobs, it is necessary for them to have access to the panel
from which the job can be executed. It is also necessary for the users to
have the process group that contains the job assigned to their profile.

To simplify security administration, it is recommended that users be
granted access to all process groups and access be maintained through
panel security. This is only possible if the menus/panels do not contain
jobs with varying levels of sensitivity. If there are multiple jobs on a panel
and users do not require access to all jobs, then access can be granted to
the panel and to the process group that gives access to only the jobs
required.
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SUMMARY

Within the PeopleSoft client/server environment, there are four main
layers of security that should be implemented to control logical access to
PeopleSoft applications: network, operating system, database, and appli-
cation security. Network security is essential to control access to the net-
work and the PeopleSoft applications and reports. Operating system secu-
rity will control access to the operating system as well as shared services.
Database security will control access to the database and the data within
the database. Each layer serves a purpose and ignoring the layer could
introduce unnecessary risks.

PeopleSoft application security has many layers. An organization can
build security to the level of granularity required to meet corporate
requirements. Sign-on security and panel security are essential for basic
access. Without these layers, users are not able to access the system.
Query security needs to be implemented in a manner that is consistent
with the panel security. Users should not be able to view data through
query that they cannot view through their authorized panels. The other
component can be configured to the extent that is necessary to meet the
organization’s security policies.

Individuals responsible for implementing security need to first under-
stand the organization’s risk and the security requirements before they
embark on designing PeopleSoft security. It is complex, but with planning
it can be implemented effectively.
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